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18° FORO DE GOBERNANZA DE INTERNET DE AMERICA LATINA Y EL
CARIBE - LACIGF

Cérdoba, Argentina, 5 y 6 de noviembre de 2025

RELATORIA

Informacion de la sesion

Titulo de la sesion: "Estados, datos abiertos y proteccion de datos: ;cémo resolver el
dilema?”

Fecha y hora: Jueves 06 de Noviembre 2025- 11:30 am a 12:45 pm (Argentina)

Lugar: Ciudad de Cérdoba (Argentina) - Modalidad hibrida

Moderacion:
e Cecilia Galvan (Moderadora) - Civic House/Civic Compass
e Renato Berrino (Moderador virtual) - Open Data Charter

Panelistas:

Gaston Wright (Ponente o facilitador) - Civic House/Civic Compass

Natalia Carfi (Ponente o facilitador) - Open Data Charter

Pedro Saliba (Ponente o facilitador) - Data Privacy Brasil

Sara Fratti (Ponente o facilitador) - ILDA (Iniciativa Latinoamericana por los Datos Abiertos)

Relatoria:

e Facundo Benitez Piloni (Relator) - Open Data Charter

Contenido de la relatoria

La sesion “Estados, datos abiertos y proteccién de datos: 4,como resolver el dilema?”
abordé los desafios y oportunidades que enfrentan los marcos regulatorios vinculados a la
proteccion de datos personales, la transparencia y el acceso a la informacién publica en
Europa y América Latina.

Organizada por Open Data Charter (ODC) y Civic Compass, con la participacion de
ILDA y Data Privacy Brasil, la sesion explor6 cémo las normativas inspiradas en el
Reglamento General de Proteccion de Datos (RGPD) de la Union Europea se adaptan, y, a
veces se distorsionan, en diferentes contextos institucionales y democraticos.
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Se presentaron los resultados del estudio “Acceso a la informacion publica y

proteccion de datos personales: ;cémo dialogan?”, publicado por ODC y Civic Compass,
que analiza comparativamente la evolucién normativa, los casos judiciales y las practicas
administrativas en ambos continentes. A través de ejemplos concretos, se examinaron las
tensiones entre privacidad y transparencia, las implicaciones de la adopcién de modelos tipo
RGPD en América Latina, y las lecciones aprendidas sobre el equilibrio entre derechos
fundamentales.

La discusion destacé la importancia de fortalecer capacidades institucionales,
promover el didlogo entre autoridades de aplicacion, evitar el uso indebido de las leyes de
proteccion de datos como barrera al acceso a la informacién y avanzar hacia una
gobernanza democratica de los datos, con una perspectiva multiactor y de derechos
humanos.

Mensajes centrales:

e El equilibrio entre transparencia y privacidad es un desafio juridico y ético que
requiere marcos normativos sélidos, cooperacion interinstitucional y participacion
activa de la sociedad civil.

e Lainfluencia del RGPD europeo es alta, pero su aplicacion en contextos
latinoamericanos debe adaptarse a realidades institucionales distintas, evitando la
importacién acritica de modelos.

e En América Latina, el problema no es la falta de legislacion, sino el goce efectivo de
los derechos: la aplicacién de las normas depende de capacidades institucionales,
voluntad politica y cultura civica.

e Las leyes de proteccion de datos no deben convertirse en un escudo para restringir
el acceso a la informacion publica; ambas dimensiones deben dialogar en favor del
interés publico.

e Se necesita fortalecer el rol del poder judicial y las autoridades de aplicacion,
impulsar la formacién de funcionarios y construir marcos de gobernanza de datos
con enfoque en derechos humanos.

e La colaboracién multiactor (Estado, sociedad civil, sector privado, academia) es
clave para enfrentar los retos de la transformacion digital, la inteligencia artificial y la
Web 3.0 de forma inclusiva y ética.

Puntos principales:

e Estudio Comparativo ALC y Europa (Civic Compass + ODC): se comentaron los
principales hallazgos de una investigacion empirica realizada en cuatro paises de
ALC y Europa. El trabajo busc6 comparar la evolucién y aplicacion de los marcos
normativos de proteccion de datos y acceso a la informacion publica en Europa y
América Latina, identificando convergencias, tensiones y aprendizajes.

o Europa: analisis de los casos en Espafia, Estonia, Alemania y Hungria tras la
implementacion del RGPD (2018). Se destaca el “Efecto Bruselas” en la
influencia regulatoria global, el cambio de responsabilidad hacia los
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responsables del tratamiento de datos, y la aplicacion del principio de
proporcionalidad. La mayoria de los casos judiciales tienden a favorecer el
acceso a la informacién, aunque con restricciones.

o América Latina (Civic Compass): estudio del marco normativo y de casos
judiciales en México, Brasil, Chile y Colombia. Los conflictos mas frecuentes
giran en torno a derechos humanos, medio ambiente y cambio climatico.
Aunque las leyes existen, la implementacion enfrenta demoras y resistencias
administrativas.

e Brasil (Data Privacy Brasil): el pais cuenta con dos leyes clave: la Ley de Acceso a la
Informacion (2011) y la Ley General de Proteccion de Datos (2018). Si bien no son
incompatibles, la LGDP se ha usado erréneamente para negar solicitudes de
informacion publica. Falta formacion en funcionarios y metodologias de analisis de
casos.

e América Latina y datos abiertos (ILDA): los datos son un recurso ético, politico y
humano esencial. El Barometro Global de Datos revela avances en contratacion y
finanzas publicas, pero brechas en integridad politica y capacidades institucionales.
La gobernanza de la IA depende de una sélida gobernanza de los datos. Se
requieren marcos regulatorios democraticos, flexibles y orientados al ciudadano.

e Desafios comunes:

o Falta de articulacion entre autoridades de proteccidon de datos y de acceso a
la informacion.

o Débil capacidad técnica y recursos en organismos publicos.

o Necesidad de cooperacion intersectorial y multiactoral.

o Lento accionar judicial frente a conflictos de derechos.

e Lecciones y préximos pasos:

o Promover el didlogo entre autoridades, fortalecer capacidades del poder
judicial y asegurar coherencia entre normas.

o Consolidar marcos regulatorios sélidos con enfoque de derechos humanos y
participacién ciudadana.

Disefnar herramientas practicas para analisis de casos y toma de decisiones.
Fomentar la innovacion responsable y la transparencia en el ecosistema
digital.

Preguntas del Publico:

Pregunta: ; Como los marcos regulatorios vinculados a la gobernanza de datos involucran Web 37?

Respuesta: Se destacd la necesidad de un enfoque multiactor (multistakeholder) que garantice la
participacion de la sociedad civil, el sector privado y los gobiernos en la construccion de marcos
regulatorios para la Web 3.0. Estos marcos deben ser robustos y protectores de derechos, pero al
mismo tiempo flexibles para acompafiar la innovacion tecnolégica y adaptarse a las nuevas
dinamicas del ecosistema digital.
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